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[bookmark: _Toc153803021][bookmark: _Toc145940907]6.1.3.21	QoS Monitoring control
The QoS Monitoring control refers to the enabling of real-time measurements of QoS Monitoring parameters for a service data flow.
An AF may request measurements for one or more of the QoS Monitoring parameters defined in clause 5.45 of TS 23.501 [2].
NOTE 1:	The QoS Monitoring parameters which can be measured are parameters which describe the QoS experienced in the 5GS by the application, i.e. they are not restricted to the 5G QoS Parameters.
The AF may also request measurements for the following QoS Monitoring parameters (see clause 6.1.3.18) that are derived by PCF:
-	Packet Delay Variation, as described in clause 6.1.3.26.
-	Round-trip delay for two service data flows, as described in clause 5.37.4 of TS 23.501 [2].
In addition, the following AF requested QoS requirements may trigger QoS monitoring for service data flow(s):
-	Round-trip latency requirement, see clause 5.37.6 of TS 23.501 [2].
The PCF generates the authorized QoS Monitoring policy for the service data flow based on local policy and AF request, including the QoS Monitoring request if received from the AF (as specified in clause 6.1.3.22 and in TS 23.502 [3]) and AF subscription requests for other QoS Monitoring parameter measurements as listed above.
The QoS Monitoring policy includes the following:
-	QoS Monitoring parameters as defined in clause 5.45 of TS 23.501 [2];
-	Reporting frequency (event triggered, periodic):
-	if the reporting frequency is event triggered:
-	the corresponding reporting threshold to each QoS Monitoring parameter;
-	minimum waiting time between subsequent reports;
-	the reporting period;
-	optionally, Target of reporting (i.e. the NEF, the AF or the Local NEF, indicated as Notification Target Address + Notification Correlation ID);
-	optionally, an indication of direct event notification (to request the UPF to directly send QoS Monitoring reports to the Local NEF or the AF as described in clause 5.8.2.18 of TS 23.501 [2]).
When multiple QoS Monitoring parameters are required to be measured for a given service data flow, multiple QoS Monitoring policies may be included within one PCC rule. At a given time, the PCC Rule only has one authorized QoS Monitoring policy enabling the measurement of each QoS Monitoring parameter.
NOTE 2:	Within a PCC rule, each QoS Monitoring parameter can only be requested in one QoS Monitoring Policy. As an example, if a new QoS Monitoring Policy is provided for a QoS Monitoring parameter, the existing QoS Monitoring Policy for same QoS Monitoring parameter (if any) will be replaced.
NOTE 3:	The AF requested QoS Monitoring parameters and the PCF requested QoS Monitoring parameters based on the AF request can be different, e.g. Packet Delay Variation and packet delay, as described in clause 6.1.3.26.
If the AF did not provide an indication of direct event notification in the request and the PCF may decide that it does not want to receive the QoS Monitoring reports. If so, the PCF forwards the Target of reporting parameter in the QoS Monitoring policy and the SMF shall then send the QoS Monitoring reports directly to the NF indicated by the Target of reporting parameter. If the PCF decides that it wants to receive the QoS Monitoring reports, e.g. when the AF request includes measurements that are derived by PCF, the PCF shall not forward the Target of reporting parameter in the QoS Monitoring policy and instead subscribe to receive QoS Monitoring reports from SMF by setting the QoS Monitoring Policy Control Request Trigger.
If the AF provided an indication of direct event notification in the request and PCF determines that the QoS Monitoring reports can be notified directly (i.e. the AF request does not include QoS Monitoring parameter measurements that are derived by PCF), the PCF forwards the Target of reporting parameter in the QoS Monitoring policy and sets the indication of direct event notification to indicate that QoS Monitoring reports have to be sent by the UPF directly to the NF indicated by the Target of reporting. The PCF may also subscribe to receive QoS Monitoring reports, by setting the QoS Monitoring Policy Control Request Trigger. In that case, the UPF is asked to duplicate the reports and the QoS Monitoring reports will be sent by the UPF to both, the NF indicated by the Target of reporting and to the SMF (which then forwards the report to the PCF).
If the AF provided an indication of direct event notification and PCF determines that the QoS Monitoring reports can not be notified directly (i.e. the AF request includes QoS Monitoring parameter measurements that are derived by PCF), the PCF generates a successful response to AF and indicates that direct event notification is not possible. The PCF shall neither forward the Target of reporting parameter nor the indication of direct event notification in the QoS Monitoring policy and instead subscribe to receive QoS Monitoring reports from SMF by setting the QoS Monitoring Policy Control Request Trigger.
NOTE 4:	If there are multiple QoS rules containing a QoS monitoring policy, the PCF will receive the QoS Monitoring reports for all of them when the QoS Monitoring Policy Control Request Trigger is set.
The PCF includes the authorized QoS Monitoring policy in the PCC rule and provides it to the SMF. The SMF determines the configuration for the measurement of the QoS Monitoring parameters (e.g. the QoS Monitoring parameter(s) requested) from the QoS Monitoring policy in the PCC rule and requests the RAN (if necessary) and the UPF to perform the measurement of the QoS Monitoring parameters defined in clause 5.45 of TS 23.501 [2] as needed and as defined in clause 5.8.2.18 of TS 23.501 [2] and in clause 4.3.3.2 of TS 23.502 [3].
The PCF can be configured to include in the QoS monitoring policy of the PCC rule a DataCollection_ApplicationIdentifier determined based on the AF request or local configuration. The DataCollection_ApplicationIdentifier is provided to assist the SMF when it needs to decide whether this PCC Rule corresponds to an event exposure subscription (see clause 4.15.4.4 of TS 23.502 [3]).
NOTE 5:	The SMF selects the PCC Rules whose DataCollection_ApplicationIdentifier matches the Application Identifier received in the event exposure subscription, e.g. a subscription for QoS Monitoring event for data collection that includes an Application Identifier.
NOTE 6:	The PCF can also include the DataCollection_ApplicationIdentifier when the SDF template of the PCC rule contains a list of service data flow filters.
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[bookmark: _Toc153803018][bookmark: _Toc145940904]6.1.3.18	Event reporting from the PCF
The AF may subscribe/unsubscribe to notifications of events from the PCF for the PDU Session to which the AF session is bound. The AF can either subscribe/unsubscribe directly at the PCF or indirectly via an NEF or a TSCTSF.
The PCF for the UE may subscribe/unsubscribe to notifications of events from the PCF for the PDU Session of a UE. Other NFs may subscribe/unsubscribe to notifications of events from the PCF for a PDU Session or for a UE.
The events that can be subscribed by the AF and by other NFs are listed in Table 6.1.3.18-1.
错误!文档中没有指定样式的文字。
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Table 6.1.3.18-1: Events relevant for reporting from the PCF
	Event
	Description
	NF that can subscribe for reporting
	Availability for Rx PDU Session (NOTE 2)
	Availability for N5 per PDU Session 
	Availability for Bulk Subscription
(NOTE 1)
	Availability for N43 per SUPI, DNN, S-NSSAI
	Availability for N5 per UE
(NOTE 6)
	Availability for N24 per UE
(NOTE 6)

	PLMN Identifier Notification
(NOTE 5)
	The PLMN identifier or SNPN identifier where the UE is currently located.
	AF, PCF
	Yes
	Yes
	Yes
	No
	No
	Yes

	Change of Access Type
	The Access Type and, if applicable, the RAT Type of the PDU Session has changed.
	AF
	Yes
	Yes
	Yes
	No
	No
	No

	EPS fallback
	EPS fallback is initiated
	AF
	Yes
	Yes
	No
	No
	No
	No

	Signalling path status
	The status of the resources related to the signalling traffic of the AF session.
	AF
	Yes
	Yes
	No
	No
	No
	No

	Access Network Charging Correlation Information
	The Access Network Charging Correlation Information of the resources allocated for the AF session.
	AF
	Yes
	Yes
	No
	No
	No
	No

	Access Network Information Notification
	The user location and/or timezone when the PDU Session has changed in relation to the AF session.
	AF
	Yes
	Yes
	No
	No
	No
	No

	Reporting Usage for Sponsored Data Connectivity
	The usage threshold provided by the AF has been reached; or the AF session is terminated.
	AF
	Yes
	Yes
	No
	No
	No
	No

	Service Data Flow deactivation
	The resources related to the AF session are released.
	AF, TSCTSF
	Yes
	Yes
	No
	No
	No
	No

	Resource allocation outcome
	The outcome of the resource allocation related to the AF session.
	AF, TSCTSF
	Yes
	Yes
	No
	No
	No
	No

	QoS targets can no longer (or can again) be fulfilled
	The QoS targets can no longer (or can again) be fulfilled by the network for (a part of) the AF session.
	AF
	No
	Yes
	No
	No
	No
	No

	QoS Monitoring parameters
	The QoS Monitoring parameter(s) (as defined in clause 5.45 of TS 23.501 [2]) are reported to the AF according to the subscription based on QoS Monitoring reports received from the SMF.
	AF
	No
	Yes
	No
	No
	No
	No

	Packet Delay Variation
	Monitoring and reporting of 5GS Packet Delay Variation based on packet delay measured between UE and PSA UPF.
	AF
	No
	Yes
	No
	No
	No
	No

	Round-trip delay measurement over two service data flows
	Measurements of round-trip delay considering the UL direction of a service data flow and the DL direction of another service data flow. It is derived from measurements of packet delay between UE and PSA UPF.
	AF
	No
	Yes
	No
	No
	No
	No

	Network support for ECN marking for L4S
(NOTE 8)
	The ECN marking for L4S can no longer (or can again) be performed by the network for the service data flow.
	AF
	No
	Yes
	No
	No
	No
	No

	Out of credit
	Credit is no longer available.
	AF
	Yes
	Yes
	No
	No
	No
	No

	Reallocation of credit
	Credit has been reallocated after the former Out of credit indication.
	AF
	Yes
	Yes
	No
	No
	No
	No

	5GS Bridge/Router information Notification
(NOTE 3)
	5GS Bridge/Router information that the PCF has received from the SMF.
	TSN AF, TSCTSF
	No
	Yes
	No
	No
	No
	No

	Notification on outcome of service area coverage change
	The outcome of the request of service area coverage change.
	AF
	No
	No
	Yes
	No
	Yes
	No

	Notification on outcome of UE Policies delivery
	The outcome of the request for UE policies delivery due to service specific parameter provisioning procedure.
	AF
	No
	No
	No
	No
	No
	Yes

	Start of application traffic detection and
Stop of application traffic detection
	The start or the stop of application traffic has been detected.
	PCF, AF
	No
	No
	Yes
	Yes
(NOTE 4)
	No
	No

	UE reporting Connection Capabilities from associated URSP rule
	The Connection Capability received from the UE during PDU Session Establishment or Modification, see clause 6.6.2.4.
	PCF
	No
	No
	No
	Yes
	No
	Yes

	Satellite backhaul category change
	The backhaul has changed between different satellite backhaul categories, or the backhaul has changed between satellite backhaul and non-satellite backhaul.
	AF
	No
	Yes
	Yes
	No
	No
	No

	Change of PDUID
	The PDUID assigned to a UE has changed.
	5G DDNMF
	No
	No
	No
	No
	Yes
	No

	SM Policy Association established or terminated
	The establishment or termination of a SM Policy Association is reported.
	PCF
	No
	No
	No
	Yes
(NOTE 7)
	No
	No

	Reporting of extra UE addresses
	Reporting of the extra IP addresses or address ranges allocated for the given PDU Session resulting from framed routes or IPv6 prefix delegation.
	TSCTSF
	No
	Yes
	No
	No
	No
	

	Notification on BAT offset
	The PCF reports the BAT offset and optionally the adjusted periodicity that has been received from the SMF.
	TSCTSF
	No
	Yes
	No
	No
	No
	

	Network Slice Replacement
	The S-NSSAI of the existing PDU Session is replaced, or a new PDU Session has been established using an Alternative S-NSSAI.
	PCF
	No
	No
	No
	Yes
(NOTE 7)
	No
	No

	Result of UE Policy Container delivery via EPS
	The PCF reports the result of UE policies delivery via EPS.
	PCF
	No
	No
	No
	Yes
(NOTE 9)
	No
	Yes

	NOTE 1:	Additional parameters for the subscription as well as reporting related to these events are described in TS 23.502 [3].
NOTE 2:	Applicability of Rx is described in Annex C.
NOTE 3:	5GS Bridge/Router information is described in clause 6.1.3.5.
NOTE 4:	Bulk subscription is implicit. NOTE 1 does not apply.
NOTE 5:	For a PDU Session established over a SNPN, the combination of the PLMN id and the NID identifies the SNPN.
NOTE 6:	This column contains also UE context related events that are reported to other consumers such as 5G DDNMF via other reference points than N5. The Conditions for reporting column indicates the respective consumer.
NOTE 7:	This PCF for the UE subscribes to this Event via AMF and SMF.
NOTE 8:	Subscription to this event is performed implicitly when AF provides the ECN marking for L4S support indication.
NOTE 9:	This PCF for the UE subscribes to this Event to PCF for the PDU Session.




If an AF requests the PCF to report the PLMN identifier where the UE is currently located, then the PCF shall provide the PLMN identifier or the SNPN identifier to the AF if available. Otherwise, the PCF shall provision the corresponding PCC rules, and the Policy Control Request Trigger to report PLMN change to the SMF. The PCF shall, upon receiving the PLMN identifier or the SNPN identifier from the SMF forward this information to the AF, including the PLMN Id and if available the NID. If the H-PCF requests to report the PLMN identifier where the UE is currently located, the V-PCF provisions the PCRT on "PLMN change" to the AMF as described in clause 6.1.2.5 and then forwards the PLMN ID received from the AMF to the H-PCF.
If an AF requests the PCF to report on the change of Access Type, the PCF shall provide the corresponding Policy Control Request Trigger to the SMF to enable the report of the Change in Access Type to the PCF. The PCF shall, upon reception of information about the Access Type the user is currently using and upon indication of change of Access Type, notify the AF on changes of the Access Type and forward the information received from the SMF to the AF. The change of the RAT Type shall also be reported to the AF, even if the Access Type is unchanged. For MA PDU Session the Access Type information may include two Access Type information that the user is currently using.
If an AF requests the PCF to report on the signalling path status, for the AF session, the PCF shall, upon indication of removal of PCC Rules identifying signalling traffic from the SMF report it to the AF.
If an AF requests the PCF to report Access Network Charging Correlation Information, the PCF shall provide to the AF the Access Network Charging Correlation Information, which allows to identify the usage reports that include measurements for the Service Data Flow(s), once the Access Network Charging Correlation Information is known at the PCF.
If an AF requests the PCF to report Access Network Information (i.e. the User Location Report and/or the UE Timezone Report) at AF session establishment, modification or termination, the PCF shall set the Access Network Information report parameters in the corresponding PCC rule(s) and provision them together with the corresponding Policy Control Request Trigger to the SMF. For those PCC rule(s) based on preliminary service information the PCF may assign the 5QI and ARP of the QoS Flow associated with the default QoS rule to avoid signalling to the UE.
NOTE 1:	The PCF can also use the dynamic or pre-defined PCC Rules related to the IMS signalling to request Access Network Information reporting. This can be used to support e.g. regulatory requirements for SMS over IP, where the IMS network (i.e. P‑CSCF) needs to retrieve the user location and/or UE Time Zone information. Note that due to regulatory requirements, the Access Network Information can be requested for SMS over IP, impacting a large number of PDU Sessions, that can lead to significant increase in signalling load when the Access Network Information is requested from AMF.
The PCF shall, upon receiving an Access Network Information report corresponding to the AF session from the SMF, forward the Access Network Information as requested by the AF (if the SMF only reported the serving PLMN identifier or the SNPN identifier to the PCF, as described in clause 6.1.3.5, the PCF shall forward it to the AF). For AF session termination the communication between the AF and the PCF shall be kept alive until the PCF report is received.
If an AF requests the PCF to report the Usage for Sponsored Data Connectivity, the PCF shall provision the corresponding PCC rules, and the Policy Control Request Trigger to the SMF. If the usage threshold provided by the AF has been reached or the AF session is terminated, the PCF forwards such information to the AF.
If an AF or TSCTSF requests the PCF to report the Service Data Flow deactivation, the PCF shall report the release of resources corresponding to the AF session. The PCF shall, upon being notified of the removal of PCC Rules corresponding to the AF session from the SMF, forward this information to the AF. The PCF shall also forward, if available, the reason why the resources are released, the user location information and the UE Timezone.
If an AF or TSCTSF requests the PCF to report the Resource allocation outcome, the PCF shall report the outcome of the resource allocation of the Service Data Flow(s) related to the AF session. The AF or TSCTSF may request to be notified about successful or failed resource allocation. In this case, the PCF shall instruct the SMF to report the successful resource allocation trigger (see clause 6.1.3.5). If the SMF has notified the PCF that the resource allocation of a Service Data Flow is successful and the currently fulfilled QoS matches an Alternative QoS parameter set (as described in clause 6.2.2.1), the PCF shall also provide to the AF the QoS Reference parameter or the Requested Alternative QoS Parameter Set which corresponds to the Alternative QoS parameter set referenced by the SMF. If the SMF has notified the PCF about resource allocation failure together with an Access Type (as described in clause 6.1.3.5), the PCF shall only notify the AF when the PCC rule is removed and without forwarding any Access Type information.
If an AF requests the PCF to report when the QoS targets can no longer (or can again) be fulfilled for a particular media flow, the PCF shall set the QNC indication in the corresponding PCC rule(s) that includes a GBR or delay critical GBR 5QI value and provision them together with the corresponding Policy Control Request Trigger to the SMF. At the time, the SMF notifies that GFBR can no longer (or can again) be guaranteed for a QoS Flow to which those PCC Rule(s) are bound, the PCF shall report to the AF the affected media flow and provides the indication that QoS targets can no longer (or can again) be fulfilled. If additional information is received with the notification from SMF (see clause 5.7.2.4 of TS 23.501 [2]), the PCF shall also provide to the AF the QoS Reference parameter or the Requested Alternative QoS Parameter Set which corresponds to the Alternative QoS parameter set referenced by the SMF. If the SMF has indicated that the lowest priority Alternative QoS parameter set cannot be fulfilled, the PCF shall indicate to the AF that the lowest priority QoS Reference or the lowest priority set of Requested Alternative QoS Parameters of the Alternative Service Requirements cannot be fulfilled.
If the AF subscribes to be notified of the QoS Monitoring reports, the PCF decides about the path for the QoS Monitoring reports and sets the QoS Monitoring Policy Control Request Trigger accordingly, as described in clause 6.1.3.21. The PCF sends the QoS Monitoring reports to AF based on the QoS Monitoring reports that it receives from the SMF, according to AF subscription and PCF selected notification path e.g. PCF does not report to AF if AF will receive the QoS Monitoring reports directly from the UPF).
NOTE 2:	The QoS monitoring report received by the PCF and the information sent to the AF can be different. The QoS Monitoring report (e.g. packer delay) may be used by PCF to calculate the requested QoS parameter (e.g. packet delay variation).
NOTE 3:	This event can only be subscribed as part of an AF session with required QoS (described in clause 6.1.3.22) and as part of AF requested QoS for a UE or group of UEs not identified by a UE address (described in clause 6.1.3.28).
NOTE 4:	If the service data flow is mapped to two QoS Flows (i.e. the UL traffic and DL traffic of the service data flow are separated into two QoS flows respectively) in the same PDU Session, the PCF triggers QoS Monitoring for each direction packet delay of the individual QoS flows respectively and generates the QoS Monitoring reports for the AF based on the packet delay monitored on the QoS flow for each direction (as described in clause  5.37.4 of TS 23.501 [2]). 
If the AF subscribes to be notified of Packet Delay Variation reports (the variation of UL/DL packet delay between UE and PSA UPF), the PCF triggers the QoS monitoring procedure, derives the 5GS Packet Delay Variation and reports the value to the AF, as described in clause 6.1.3.26.
NOTE 54:	This event can only be subscribed as part of an AF session with required QoS (described in clause 6.1.3.22).
If the AF subscribes to Round-trip delay measurement over two service data flows considering the UL direction of a service data flows and the DL direction of another service data flow, PCF triggers the QoS monitoring procedure to derive the Round-Trip delay measurement for delay measurements on the individual QoS Flows respectively (as described in clause 6.13.31.27.1 and in clause 5.37.4 of TS 23.501 [2]). The PCF derives the Round-Trip delay based on the packet delay measurement reports of the QoS flows of each direction and reports the results to the AF. PCF sets QoS Monitoring Policies for each of the individual service data flows and QoS Monitoring Policy Control Request Trigger as described in clause 6.1.3.21.
NOTE 65:	This event can only be subscribed as part of an AF session with required QoS (described in clause 6.1.3.22).
If the AF indicates ECN marking for L4S support by the application, PCF authorizes the request and sets the ECN marking for L4S can no longer (or can again) be performed trigger accordingly. PCF shall further send the notification it receives from the SMF to AF on whether the network can not (or can again) perform ECN marking for L4S, for example, if due to user mobility neither target RAN nor UPF PSA support ECN marking for L4S.
If an AF requests the PCF to report on the Out of credit event for the associated service data flow(s), the PCF shall inform the AF (when it gets informed by the SMF) that credit is no longer available for the services data flow(s) related to the AF session together with the applied termination action.
If an AF requests the PCF to report on the Reallocation of credit event for the associated service data flow(s), the PCF shall inform the AF (when it gets informed by the SMF) that credit has been reallocated after credit was no longer available and the termination action was applied for the service data flow(s) related to the AF session.
The PCF can arm the trigger of 5GS Bridge/Router information available to SMF based on local policy (i.e. without an AF request) or based on subscription request from TSCTSF. The PCF shall, upon reception of the 5GS Bridge/Router information (refer to clauses 6.1.3.23, 6.1.3.23a, 6.1.3.23b) from the SMF, forward this information to the TSN AF or the TSCTSF. When the PCF has received the User plane node Management Information Container or Port Management Information Container and related port number from SMF, the PCF also provides User plane node Management Information Container or Port Management Information Container and related port number to the TSN AF or TSCTSF. When SMF has reported the 5GS Bridge/Router information and no AF session exists, the PCF forward this information to a pre-configured TSN AF, or to a pre-configured TSCTSF or a TSCTSF discovered and selected via NRF. In the case of private IPv4 address being used for IP type PDU Session, the PCF shall additionally report DNN and S-NSSAI of the PDU Session to TSCTSF.
If the AF requests the PCF to report on the outcome of the service area coverage change, the PCF reports the outcome of the service area coverage change to the AF and notifies the current service area coverage to the AF. The outcome is the result of the execution of the request of service coverage change at the PCF; the outcome is successful if the request was executed, and includes the current service area coverage that may be the same or different from the service area coverage provided by the AF. The subscription may also be implicit. In this case there may be bulk subscription, either for an Internal-Group-Id or for any UE. In order to prevent massive notifications to the AF, the request for any UE is associated to a specific Application Identifier or DNN, S-NSSAI. For bulk subscription, when the AF request includes an expiration time, the PCF stops reporting to the AF when the expiration time is reached.
If the AF requests the (H-)PCF, via V-PCF when roaming, to report on the outcome of the UE Policies delivery due to service specific parameter provisioning procedure, the (H-)PCF reports the outcome of the related UE Policies provisioning procedure for the related traffic descriptor for the UE to the AF, via V-PCF when roaming. The outcome of the UE Policies provisioning procedure includes the success, the failure with an appropriate cause or the interim status report such as the UE is temporarily unreachable or that URSP Rules have not yet been delivered by the H-PCF (see clauses 4.15.6.7 and 5.2.5.7 of TS 23.502 [3]). The PCF reports the outcome of the UE Policy provisioning procedure for each of the UEs that were included as Target UEs in the service specific information Data Subset in UDR.
NOTE 67:	An example reason for sending an interim status report that indicates that "URSP Rules have not yet been delivered by the H-PCF" may be that the UE does not support the VPLMN Specific URSP Rules feature and is not registered in the PLMN where the service parameters apply.
A request to report Start of application traffic detection and Stop of application traffic detection triggers the reporting when the PCF receives start of application traffic detection event or stop of application traffic detection event from SMF. The reception of a subscription to this event triggers the setting of the corresponding Policy Control Request Trigger to SMF, if not already subscribed.
A request to forward UE reporting Connection Capabilities from an associated URSP rule triggers the reporting when the PCF receives UE reporting of URSP rule enforcement information from the SMF matching specific Connection Capabilities (see clause 6.6.2.4). The request may include SUPI(s), DNN(s) and/or S-NSSAI(s) to which the request applies. The PCF includes the received Connection Capabilities and PDU session information including the allocated UE address/prefix, SUPI, UE requested DNN, Selected DNN, S-NSSAI, SSC Mode, Request-Type, Access Type, RSN, PDU Session Pair ID. The reception of a subscription to this event triggers the setting of the corresponding Policy Control Request Trigger to SMF, if not already subscribed.
If an AF requests the PCF to report Start of application traffic detection and Stop of application traffic detection via bulk subscription, the AF shall provide the application identifier together with the S-NSSAI and DNN. The PCF provides a PCC rule for the application identifier together with the corresponding Policy Control Request Trigger to the SMF for every PDU Session to this S-NSSAI and DNN. When the PCF receives start of application traffic detection event or stop of application traffic detection event for the PCC rule in a PDU Session, the PCF forwards the event to the AF together with the UE identifier and optionally the IP address of the PDU Session corresponding to this PCC rule. When the AF removes bulk subscription for this application identifier, then the PCF removes the Policy Control Request Trigger from the SMF for every PDU Session to this S-NSSAN and DNN, if it is not used for other purpose.
NOTE 78:	The restriction of the bulk subscription to a specific combination of S-NSSAI and DNN avoids excessive signalling load.
If an AF requests the PCF to report on the change between different satellite backhaul categories (as specified in clause 5.43.4 of TS 23.501 [2]) or the change between satellite backhaul and non-satellite backhaul, the PCF shall provide the corresponding Policy Control Request Trigger to the SMF to enable the report of satellite backhaul category change (see clause 6.1.3.5) to the PCF. The PCF shall, upon reception of information about the change between satellite backhaul categories or change between satellite backhaul and non-satellite backhaul, notify the AF on the satellite backhaul category change event was met and forward the current satellite backhaul category information received from the SMF to the AF, or indicate that a satellite backhaul is no longer used.
If 5G DDNMF requests the PCF to report on the Change of PDUID, the PCF shall notify whenever a new PDUID is allocated. Further details on how the 5G DDNMF retrieves and subscribes to notifications on Change of PDUID are defined in TS 23.304 [34].
A request to report SM Policy Association established or terminated triggers the reporting when the PCF receives the request for notification on the SM Policy Association from SMF. The PCF notifies on the EventID "SM Policy Association established/terminated", includes the PCF binding information of the PCF for the PDU Session of the UE, as described in clause 6.1.1.2.2.
If the TSCTSF requests the PCF notifications for reporting of extra UE addresses, the PCF shall provide the extra UE addresses allocated to the PDU Session due to Framed Routes or IPv6 prefix delegation. The report shall include the actual list of IPv4 address masks or a list of IPv6 prefixes as currently allocated.
If the AF provides the Capability for BAT adaptation or BAT Window and subscribes to PCF for Notification on BAT offset, the PCF will trigger the subscription to SMF for Notification on BAT offset defined in clause 6.1.3.5. When the Notification on BAT offset trigger is set and the PCF receives a BAT offset and optionally an adjusted periodicity from the SMF, the PCF identifies the affected AF session (based on the PCC rule indicated by the SMF) and forwards the BAT offset and optionally the adjusted periodicity for this AF session to the TSCTSF.
A request to report Network Slice Replacement triggers the reporting when the PCF receives the notification on Network Slice Replacement from SMF. The PCF reports that Network Slice Replacement has occurred and the Alternative S-NSSAI if SMF provided. The reception of a subscription to this event triggers the setting of the corresponding Policy Control Request Trigger to SMF, if not already subscribed.
[bookmark: _CR6_1_3_19]A request to report Result of UE Policy Container delivery via EPS triggers the reporting when the PCF for the PDU Session receives the UE response on the result of UE Policy Container delivery via EPS, or delivery failure result with appropriate reason from the SMF. When the AF requested the PCF for the UE to report on the outcome of the UE Policies delivery due to service specific parameter provisioning procedure targeting a single UE, this event shall be subscribed. The reception of a subscription to this event triggers the setting of the corresponding Policy Control Request Trigger to SMF, if not already subscribed (see clause 4.11.0a.2a.10 of TS 23.502 [3]).

[bookmark: _Toc138395245]NEXT CHANGES
[bookmark: _Toc153803078][bookmark: _Toc145940962]6.2.3	Application Function (AF)
The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the user plane behaviour and/or an element requesting non-session based network capability exposure. In this specification, the functionality of the AF is only defined with respect to the interaction with the 5G Core Network.
An AF may contact the PCF via the NEF for network capability exposure as defined in clause 4.3.6. Based on operator deployment, an AF considered to be trusted by the operator can be allowed to interact directly with the PCF. AFs not allowed by the operator to directly interact with the PCF shall use the network capability exposure framework (see clause 7.3 of TS 23.501 [2]) to interact with the PCF via the NEF.
An AF may communicate with multiple PCFs. The mechanism for an AF to select the PCF associated to a PDU Session based on the UE address is described in clause 6.1.1.2.
The AF shall communicate with the PCF to transfer dynamic session information, required for PCF decisions as well as to receive access network specific information and notifications about events related to the PDU Session or the QoS Flow transferring the application traffic. One example of an AF is the P‑CSCF of the IM CN subsystem.
The AF may receive an indication that the service information is not accepted by the PCF together with service information that the PCF would accept. In that case, the AF rejects the service establishment towards the UE. If possible, the AF forwards the service information to the UE that the PCF would accept.
For certain events related to policy control, the AF shall be able to give instructions to the PCF to act on its own, i.e. based on the service information currently available as described in clause 6.1.3.6.
NOTE 1:	The QoS authorization based on incomplete service information is required for e.g. IMS session setup scenarios with available resources on originating side and a need for resource reservation on terminating side.
The AF may request the PCF to report events related to the PDU Session or the QoS Flow transferring the application traffic as defined in clause 6.1.3.18. The AF may use the access network specific information and notifications about events in the AF session signalling or to adjust the event reporting related to the PDU Session or the QoS Flow transferring the application traffic.
The AF may contact the PCF to request a time window and related conditions for future BDT. Details of the AF behaviour to support future BDT are defined in clause 6.1.2.4.
The AF may contact the PCF via the NEF to request a time window for PDTQ. Details of the AF behaviour to support PDTQ are defined in clause 6.1.2.7.
To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.
NOTE 2:	Annex D describes the scenario for sponsored data connectivity.
The AF may receive a request to terminate an AF session. The PCF may include an indication that the transmission resources are lost due to PS to CS handover.
NOTE 3:	The AF action upon reception of the indication that the transmission resources are lost due to PS to CS handover is application specific. The IMS uses the indication to prevent a termination of an ongoing session as specified in TS 24.229 [29] and TS 24.237 [30].
The AF may send guidance to PCF for the determination of proper URSP rules for the UE. Details of the AF guidance are described in clause 6.6 of TS 23.548 [33] and in clause 4.15.6.10 of TS 23.502 [3].
For Time Sensitive Communication and Time synchronization as specified in clause 5.27 of TS 23.501 [2] and in clause 6.1.3.23a, the AF interacts with the TSCTSF (directly or via NEF) and the TSCTSF is interacting with the PCF. Based on operator deployment, an AF considered to be trusted by the operator can be allowed to interact directly with the TSCTSF. AFs not allowed by the operator to directly interact with the TSCTSF shall use the network capability exposure framework (see clause 7.3 of TS 23.501 [2]) to interact with the TSCTSF via the NEF.
The AF may request measurements of QoS parameters by subscribing to events (e.g. QoS monitoring parameters, see clause 6.1.3.18) as part of an AF session with required QoS defined in clause 6.1.3.22.
NEXT CHANGES
[bookmark: _Toc153803002][bookmark: _Toc145940888]6.1.3.2.4	QoS Flow binding
QoS Flow binding is the association of a PCC rule to a QoS Flow within a PDU Session. The binding is performed using the following binding parameters:
-	5QI;
-	ARP;
-	QNC (if available in the PCC rule);
-	Priority Level (if available in the PCC rule);
-	Averaging Window (if available in the PCC rule);
-	Maximum Data Burst Volume (if available in the PCC rule).
When the PCF provisions a PCC Rule, the SMF shall evaluate whether a QoS Flow with QoS parameters identical to the binding parameters exists unless the PCF requests to bind the PCC rule to the QoS Flow associated with the default QoS rule. If no such QoS Flow exists, the SMF derives the QoS parameters, using the parameters in the PCC Rule, for a new QoS Flow, binds the PCC Rule to the QoS Flow and then proceeds as described in clause 5.7.1.5 of TS 23.501 [2] to establish the new QoS Flow. If a QoS Flow with QoS parameters identical to the binding parameters exists, the SMF binds the PCC Rule to this QoS Flow and proceeds as described in clause 5.7.1.5 of TS 23.501 [2] to modify the QoS Flow unless local policies or the below mentioned conditions (which QoS Flow binding shall ensure), require the establishment of a new QoS Flow following the actions described above.
NOTE 1:	For PCC rules containing a delay critical GBR 5QI value, the SMF can bind PCC Rules with the same binding parameters to different QoS Flows to ensure that the GFBR of the QoS Flow can be achieved with the Maximum Data Burst Volume of the QoS Flow.
The SMF shall identify the QoS Flow associated with the default QoS rule based on the fact that the PCC rule(s) bound to this QoS Flow contain:
-	5QI and ARP values that are identical to the PDU Session related information Authorized default 5QI/ARP; or
-	a Bind to QoS Flow associated with the default QoS rule and apply PCC rule parameters Indication.
NOTE 2:	The Bind to QoS Flow associated with the default QoS rule and apply PCC rule parameters Indication has to be used whenever the PDU Session related information Authorized default 5QI/ARP (as described in clause 6.3.1) cannot be directly used as the QoS parameters of the QoS Flow associated with the default QoS rule, for example when a GBR 5QI is used or the 5QI priority level has to be changed.
When a QoS Flow associated with the default QoS rule exists, the PCF can request that a PCC rule is bound to this QoS Flow by including the Bind to QoS Flow associated with the default QoS rule Indication in a dynamic PCC rule. In this case, the SMF shall bind the dynamic PCC rule to the QoS Flow associated with the default QoS rule (i.e. ignoring the binding parameters) and keep the binding as long as this indication remains set. When the PCF removes the association of a PCC rule to the QoS Flow associated with the default QoS rule, a new binding may need to be created between this PCC rule and a QoS Flow based on the binding mechanism described above.
The binding created between a PCC Rule and a QoS Flow causes the downlink part of the service data flow to be directed to the associated QoS Flow at the UPF (as described in clause 5.7.1 of TS 23.501 [2]). In the UE, the QoS rule associated with the QoS Flow (which is generated by the SMF and explicitly signalled to the UE as described in clause 5.7.1 of TS 23.501 [2]) instructs the UE to direct the uplink part of the service data flow to the QoS Flow in the binding.
Whenever the binding parameters of a PCC rule changes, the binding of this PCC rule shall be re-evaluated, i.e. the binding mechanism described above is performed again. The re-evaluation may, for a PCC rule, result in a new binding with another QoS Flow. If the PCF requests the same change of the binding parameter value(s) for all PCC rules that are bound to the same QoS Flow, the SMF should not re-evaluate the binding of these PCC rules and instead, modify the QoS parameter value(s) of the QoS Flow accordingly.
NOTE 3:	A QoS change of the PDU Session related information Authorized default 5QI/ARP values doesn't cause the QoS Flow rebinding for PCC rules with the Bind to QoS Flow associated with the default QoS rule Indication set.
When the PCF removes a PCC Rule, the SMF shall remove the association of the PCC Rule to the QoS Flow. If the last PCC rule that is bound to a QoS Flow is removed, the SMF shall delete the QoS Flow.
When a QoS Flow is removed, the SMF shall remove the PCC rules bound to this QoS Flow and report to the PCF that the PCC Rules bound to a QoS Flow are removed.
The QoS Flow binding shall also ensure that:
-	when the PCF provisions a PCC rule, and if the PCC rule contains a TSC Assistance Container, the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow. Whenever the TSC Assistance Container of an existing PCC rule is changed, the binding of this PCC rule shall not be re-evaluated.
-	if a dynamic value for the Core Network Packet Delay Budget (defined in clause 5.7.3.4 of TS 23.501 [2]) is used, PCC rules with the same above binding parameters but different PDU Session anchors (i.e. the corresponding service data flows which have different CN PDBs) are not bound to the same QoS Flow.
NOTE 4:	Different PDU Session anchors can exist if the DNAI parameter of PCC rules contains multiple DNAIs.
-	For MA PDU Session, PCC rules for GBR or delay critical GBR service data flows allowed on different access are not bound to the same QoS Flow even if the PCC rules contain the same binding parameters.
NOTE 5:	For MA PDU Session, the GBR or delay critical GBR resource for a service data flow is allocated only in one access (as described in clause 5.32.4 of TS 23.501 [2]).
-	When the PCF provisions a PCC rule with Alternative QoS parameter Set(s), the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow.
-	The SMF should not bind the PCC rule(s) for the service data flow(s) with enabledsupporting ECN marking for L4S and the PCC rule(s) for the service data flow(s) without not enabledsupporting ECN marking for L4S to the same QoS flow.
-	When the PCF provisions a PCC rule with QoS Monitoring Policy, the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow.
-	When the PCF provisions a PCC rule with Traffic Parameter Information, the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow.
NOTE 6:	The binding of PCC rule with QoS Monitoring policy to a new QoS flow is only applicable to the Per QoS Flow per UE QoS Monitoring (as described in clause 5.33.3.2 of TS 23.501 [2]).
NOTE 7:	The SMF can also, based on local configuration in the PCF and the SMF, bind a PCC Rule that does not include Indication of ECN marking for L4S to a new QoS Flow that supports ECN marking for L4S.
-	When the PCF provisions a PCC rule with PDU Set Control Information, the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow. Whenever the PDU Set Handling Information of an existing PCC rule is changed, the binding of this PCC rule shall not be re-evaluated.
[bookmark: _CR6_1_3_3]-	When the PCF provisions a PCC rule with Data Burst Handling Information, the PCC rule is bound to a new QoS Flow and no other PCC rule is bound to this QoS Flow.
NEXT CHANGES
[bookmark: _Toc153803029][bookmark: _Toc138395199][bookmark: _Toc138395191][bookmark: _Toc19197358][bookmark: _Toc27896511][bookmark: _Toc36192679][bookmark: _Toc37076410][bookmark: _Toc45194856][bookmark: _Toc47594268][bookmark: _Toc51836899][bookmark: _Toc122504164][bookmark: _Toc145940916]6.1.3.27	Support of eXtended Reality and Interactive Media Services
[bookmark: _CR6_1_3_27_1][bookmark: _Toc153803030]6.1.3.27.1	Exposure of network information
For support of real-time media codec/traffic adaptation to the network conditions, the AF may subscribe for exposure of 5GS network information.
The AF may provide the subscription to the following information (as described in clause 5.37.4 of TS 23.501 [2]): the UL and/or DL congestion level information, UL and/or DL packet delay, the round-trip time delay over one or two service data flows, the UL and/or DL data rate for the target service data flow(s) or the QNC for a GBR QoS Flow using AF session with required QoS as described in clause 6.1.3.22. The PCF may generate a PCC rule with the QoS monitoring for the above network information as described in clause 5.45.4 of TS 23.501 [2].
The AF may also provide the value for Averaging Window using AF session with required QoS as described in clause 6.1.3.22.
>>>>END OF CHANGES<<<<
